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Best Risk Defence Solution

Written Self-Assessment Form
For those providing the best Security, Compliance & Fraud-Resilience Solutions either as a third party supplier or developed internally to support your business & customers. This award recognises solutions that protect the integrity of communications networks and the safety of their users. This includes tackling Wangiri fraud (one ring and drop), CLI spoofing, DDoS attacks, Know Your Customer (KYC) policies and ensuring compliance with tightening UK regulations.
The written self-assessments need to demonstrate superiority across 4 dimensions:
· The Threat Landscape
· Technical Superiority
· Regulatory Alignment 
· Crisis & Recovery case study
Please fill out this written self-assessment form (keep the document size to no more than four pages of A4 - minimum size font: Arial 10) and send to team@commscouncil.uk by end of play on 31st March 2026.
Entrants are also welcome to send a short video (2 mins max) to showcase the company and outline the reasons (that have been documented in the written entry) as to why you should be considered as the best provider in this category.
Additional supporting documents can be supplied via email, including testimonials, relevant data or evidence that shows customer take up. Please limit these to 2 additional pieces of evidence.
State the name of your company
	


The Threat Landscape (20%) 
Which specific risks (e.g., CLI spoofing, AI-fraud, DDoS, Internal Security) does this solution address, and why was this a priority for your business or clients in the last 12 months? 
	








Technical Superiority (30%)
Explain the technical architecture of your defence. How does it utilise automation or AI to detect and mitigate threats faster than manual or legacy systems?
	








Regulatory Alignment (20%)
How does this solution ensure compliance with UK-specific regulations, such as the Telecommunications (Security) Act or Ofcom’s rules on CLI authentication?
	









Crisis & Recovery case study (30%)
Describe a specific instance where this solution successfully mitigated a high-risk event. What was the "Mean Time to Detect" (MTTD) and the final outcome?
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